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Safety and service quality in wireless networks has recently become an important subject of active research, which is

caused by the growing demand for supporting data packages. Without adequate security, organizations avoid using

wireless networks. Security issues are an important obstacle for wireless network adaptation. Consequently, security

of wireless networks is an important area, which requires reaction, if such networks are widely used. It is necessary

for the researchers of this field to identify open problems and to provide relevant solutions to them. Each of such

attempts makes the wireless network a bit more secure. The present work aims at the development of a number of

measures that would contribute to increasing the safety of wireless networks and through which it would be possible

to manage remote workstations.
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1. INTRODUCTION

Development of the main objectives of automated
system begins with analysis of manual data process-
ing in order to study and generalize the difficulties
that a user faces. Such a research is of a general na-
ture and its aim is to identify the difficulties and not
to determine their causes. Initially, there is a general
examination of existing management procedures, and
subsequently, the tasks of management, that are con-
sidered to be automated, are analyzed separately.

2. THE TASK

Based on the above objectives, the attention is paid
to the following tasks:

- Analysis of different communication channels in
wireless networks and development of new methods
to enhance security;

- Administration and management of remote work
places (local or regional offices) using wireless net-
works;

- Building and realization of automated system.
The structure of the main tasks of the security

system is given in Fig.1.
On the basis of the main tasks of the automated

security system, it is necessary to define and develop
system algorithms, information security and dialog
procedures and create an automated system software
complex.

There should be determined the input and output
data for each algorithm, created such databases that
would help carry out the security processes provided
by algorithms (Fig.2.).

The system requires the development of such dia-
logue procedures, which facilitate the organization of
the relationship between a client and the system; it
is selected in such a sequence, where such functions,
as creating, updating, modifying, applying, reading,
processing, exporting, etc. of data, are effectively im-
plemented.

After conducting the above procedures, the auto-
mated system software complex and its structure are
processed. Classes, constructors, procedures, func-
tions and methods of software complex are created
as well.

The efficiency of the solution of security support-
ing automated system depends on the system algo-
rithmic support. For the optimal solution of this
issue, a security task is allocated by separate algo-
rithms for each method.

Each algorithmic block should be considered to
perform some kind of automated security function.
At the stage of system algorithmization it is neces-
sary to analyze each algorithmic block to make the
programming process easier.

The algorithmic blocks also include a set of such
programs that run various parts of the computer and
allow a user to solve the task in a desired way.

The algorithms are built for each method of se-
curity automated system and a separate algorithmic
block is described by its functional purposes.

The encryption of the image (password or words
consisting of symbols) created by a user, its decod-
ing and the corresponding formation of the database
occur according to the algorithm of the combined pro-
cessing of symbol encryption.
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Let’s consider the algorithm of symbol encryption
combined method (Figs.3.1-3.6).

The initial stage of the algorithm’s work is deter-
mined by the information, entered by a user. At the
first stage a user’s password is written in a special
array, where the beginning and the end of a word are
defined. Also, the word is separated into symbols and
an individual symbol has its own index.

The system introduces additional variables in or-
der to define the indexes of symbols and additional
symbols by their quantity. After this, the symbols in
a word are split, and the separated symbols obtain

their indexes, what results in creating a word, con-
sisting of the combination of symbols, in which the
individual symbol is defined by its index.

Each symbol is viewed in ASCII (decimal) encod-
ing and receives its own code. For this purpose we
introduce an array, that defines the beginning and the
end of symbol codes. Then, a code for the individ-
ual symbol is determined and recorded in the array
of symbol codes. Eventually, we receive the numbers,
consisting of the combination of symbol codes, where
the individual symbol is defined by its index code.

Fig.1. Main tasks of security system

Fig.2. Main stages of designing an automated system
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Fig.3.1. Combined method algorithm of symbols encryption
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Fig.3.2. Combined method algorithm of symbols encryption
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Fig.3.3. Combined method algorithm of symbols encryption
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Fig.3.4. Combined method algorithm of symbols encryption
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Fig.3.5. Combined method algorithm of symbols encryption

Fig.3.6. Combined method algorithm of symbols encryption
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Next, the word is filled with the additional sym-
bols by setting certain parameters. Then, the num-
ber of additional symbols is re-determined and an ar-
ray is created. It includes additional symbols, which
determine the beginning and the end of additional
symbols. At the next stage, the modified codes are
defined for a specific code of an individual symbol.
These codes are written in a special array and deter-
mine the beginning and the end of additional sym-
bols.

The purpose of this method is to convert en-
crypted symbols into special ones by modified codes.
The transformation of the symbol codes occurs in the
following way:

Initially, the location of the first symbol code is
checked. If the code is located from 32 to 50, then
the following action is performed: the symbol code is
added to its sequence, i.e. an index; then the second
symbol code is added to the second index, etc., until
the end of the word. If the code is located from 51 to
126, then it is deducted. The newly obtained codes
create a group of additional symbols. This process
is going on until the value of a certain parameter is
satisfied. As a result, we get a word consisting of a
combination of additional symbols, in which an indi-
vidual symbol is defined by its index.

The ”complicated” word (password) is created by
the combination of obtained symbols and additional
ones, that are added by numerical values of a date
and a time.

Next, the obtained word gets split (the groups are

created) according to the parameters set in the sys-
tem. Then the encoding of each group symbol ASCII
(decimal) results in the determining of their relevant
codes. After this we receive numbers consisting of
combination of group symbol codes, in which an in-
dividual symbol is defined by its index code.

The encrypted information is provided to the cen-
tral server in the form of groups. If the identification
of the first group is successfully completed, the server
notifies and issues an order for the release of the sec-
ond group, etc. until the end of the group. If a group
does not match, the server immediately blocks the
user. The central server decrypts the encrypted in-
formation, using the same parameters as the reverse
algorithm of the above mentioned method.

3. SUMMARY

Every network device has its own unique MAC ad-
dress and, by checking its and IP addresses, a biome-
tutical authentication should be done to determine
the identity of the devices before the information is
transmitted.

The system algorithms and the informational
support have been developed and determined on the
basis of main tasks of the security supporting auto-
mated system. The input and output data has been
set for each algorithm.

ÎÑÍÎÂÍÛÅ ÇÀÄÀ×È È ÀËÃÎÐÈÒÌÛ ÀÂÒÎÌÀÒÈÇÈÐÎÂÀÍÍÎÉ ÑÈÑÒÅÌÛ
ÁÅÇÎÏÀÑÍÎÑÒÈ ÁÅÑÏÐÎÂÎÄÍÎÉ ÑÅÒÈ

Äèäìàíèäçå Èáðàèì, Áåðèäçå Çåáóð

Áåçîïàñíîñòü è êà÷åñòâî îáñëóæèâàíèÿ â áåñïðîâîäíûõ ñåòÿõ â ïîñëåäíåå âðåìÿ ñòàëè âàæíûì ïðåä-

ìåòîì àêòèâíûõ èññëåäîâàíèé, ÷òî âûçâàíî ðàñòóùèì ñïðîñîì íà ïîääåðæêó ïàêåòîâ äàííûõ. Áåç

àäåêâàòíîé ñèñòåìû áåçîïàñíîñòè îðãàíèçàöèè èçáåãàþò èñïîëüçîâàíèÿ áåñïðîâîäíûõ ñåòåé. Ïðîáëå-

ìû áåçîïàñíîñòè ÿâëÿþòñÿ âàæíûì ïðåïÿòñòâèåì äëÿ àäàïòàöèè áåñïðîâîäíîé ñåòè. Ñëåäîâàòåëüíî,

áåçîïàñíîñòü áåñïðîâîäíûõ ñåòåé ÿâëÿåòñÿ âàæíîé îáëàñòüþ, êîòîðàÿ òðåáóåò ðåàêöèè, åñëè òàêèå ñå-

òè øèðîêî èñïîëüçóþòñÿ. Èññëåäîâàòåëÿì â ýòîé îáëàñòè íåîáõîäèìî âûÿâèòü îòêðûòûå ïðîáëåìû

è ïðåäëîæèòü ñîîòâåòñòâóþùèå ðåøåíèÿ äëÿ íèõ. Êàæäàÿ èç òàêèõ ïîïûòîê äåëàåò áåñïðîâîäíóþ

ñåòü íåìíîãî áîëåå áåçîïàñíîé. Íàñòîÿùàÿ ðàáîòà íàïðàâëåíà íà ðàçðàáîòêó ðÿäà ìåð, êîòîðûå áó-

äóò ñïîñîáñòâîâàòü ïîâûøåíèþ áåçîïàñíîñòè áåñïðîâîäíûõ ñåòåé è ñ ïîìîùüþ êîòîðûõ ìîæíî áóäåò

óïðàâëÿòü óäàëåííûìè ðàáî÷èìè ñòàíöèÿìè.

ÎÑÍÎÂÍI ÇÀÂÄÀÍÍß ÒÀ ÀËÃÎÐÈÒÌÈ ÀÂÒÎÌÀÒÈÇÎÂÀÍÎ�
ÑÈÑÒÅÌÈ ÁÅÇÏÅÊÈ ÁÅÇÄÐÎÒÎÂÎ� ÌÅÐÅÆI

Äiäìàíiäçå Iáðà¨ì, Áåðiäçå Çåáóð

Áåçïåêà i ÿêiñòü îáñëóãîâóâàííÿ â áåçäðîòîâèõ ìåðåæàõ îñòàííiì ÷àñîì ñòàëè âàæëèâèì ïðåäìåòîì

àêòèâíèõ äîñëiäæåíü, ùî âèêëèêàíî çðîñòàþ÷èì ïîïèòîì íà ïiäòðèìêó ïàêåòiâ äàíèõ. Áåç àäåêâàòíî¨

ñèñòåìè áåçïåêè îðãàíiçàöi¨ óíèêàþòü âèêîðèñòàííÿ áåçäðîòîâèõ ìåðåæ. Ïðîáëåìè áåçïåêè ¹ âàæëè-

âîþ ïåðåøêîäîþ äëÿ àäàïòàöi¨ áåçäðîòîâî¨ ìåðåæi. Îòæå, áåçïåêà áåçäðîòîâèõ ìåðåæ ¹ âàæëèâîþ

îáëàñòþ, ÿêà âèìàãà¹ ðåàêöi¨, ÿêùî òàêi ìåðåæi øèðîêî âèêîðèñòîâóþòüñÿ. Äîñëiäíèêàì ó öié îáëàñòi

íåîáõiäíî âèÿâèòè âiäêðèòi ïðîáëåìè òà çàïðîïîíóâàòè âiäïîâiäíi ðiøåííÿ äëÿ íèõ. Êîæíà ç òàêèõ

ñïðîá ðîáèòü áåçäðîòîâó ìåðåæó òðîõè áiëüø áåçïå÷íîþ. Öÿ ðîáîòà ñïðÿìîâàíà íà ðîçðîáêó ðÿäó

çàõîäiâ, ÿêi ñïðèÿòèìóòü ïiäâèùåííþ áåçïåêè áåçäðîòîâèõ ìåðåæ i çà äîïîìîãîþ ÿêèõ ìîæíà áóäå

óïðàâëÿòè âiääàëåíèìè ðîáî÷èìè ñòàíöiÿìè.
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